
EO Tenable Vulerability Assessment 

JUSTIFICATION FOR OTHER THAN FULL AND OPEN COMPETITION 

1. Contracting Activity: Department of Veterans Affairs
Office of Acquisition and Logistics 
Technology Acquisition Center 
1701 Directors Boulevard Ste 600  
Austin, TX  78744 

2. Description of Action:  This proposed action is for a Firm-Fixed-Price Delivery Order
(DO) issued under the National Aeronautics and Space Administration (NASA)
Solutions for Enterprise-Wide Procurement (SEWP) IV Government-Wide Acquisition
Contract (GWAC) for the procurement of Tenable Vulnerability Scanning Sotware with
associated maintenance and technical support.  The Tenable Software brand name will
be delivered winin 30 days after DO award.  Maintenance and technical support will be
for a 12-month period commencing after VA acceptance of the Software.

3. Description of the Supplies or Services: The Department of Veterans Affairs (VA),
Office of Information Technology (OIT) IT Operations and Services (ITOPS)
Infrastructure Operations (IO) Security Division requires Tenable software licenses to be
perpetually assigned to the associated production IO Tenable Security Center manager.
IO Vulnerability Management program requires system security monitoring of all system
vulnerabilities using combined SIEM Tenable plug-in data feeds from the current
Tenable Security Center architecture, collectively referred to as Tenable brand name
software meets these requirements.  The vulnerability assessment software includes
standard Tenable licenses.  Finally, VA requires warranty/maintenance to begin once
the new Tenable software is accepted; the required warranty and maintenance includes
24/7 telephone and email support, software updates, patches and defect support for
one year. The total estimated price of the proposed action is , with a period
of performance of 12 months.

4. Statutory Authority:  The statutory authority permitting this exception to fair
opportunity is Federal Acquisition Regulation (FAR) Subpart 16.505(b)(2)(i)(b) entitled,
“Only one awardee is capable of providing the supplies or services required at the level
of quality required because the supplies or services ordered are unique or highly
specialized.”

5. Rationale Supporting Use of Authority Cited Above:  This is a brand name
justification in support of FAR 11.105, Items Peculiar to One Manufacturer.   Tenable
brand name software is the only software that can continue to build upon IO Security’s
existing Tenable-based operating system (OS) vulnerability scanning system.  Other
brand name OS and application scanning solutions were researched and unable to
integrate with the currently fielded Tenable architecture and Tenable-based archecture
licensing.  Additionally, no other brand name OS vulnerability assessment system has
been determined to be interoperable or compatible with the currently fielded Tenable-
based brand name architecture.  Specifically, the current system and software
communicates through a source code that is based on Tenable proprietary data.  No
other software can provide this communication capability without this source code.
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